# EEAS PRIVACY STATEMENT

for the purpose of the processing operation

Upholding of EU Situation Room Contact Lists

## 1. INTRODUCTION

The protection of your privacy including your personal data is of great importance to the European External Action Service (EEAS), thereby reflecting the provisions of the Charter on Fundamental Rights of the European Union, and in particular its Art. 8. The present privacy statement describes which measures are taken in order to protect your personal data with regard to the action involving the present data processing operation and what rights you have as a data subject. Your personal data are processed in accordance with Regulation (EC) 45/2001 on the protection of individuals with regard to the processing of personal data by the Community institutions and bodies and on the free movement of such data. All data of a personal nature – namely data which can identify you directly or indirectly - which you provide to the EEAS will be handled with the necessary care.

## 2. PURPOSE OF THE PROCESSING OPERATION

The purpose of the upholding of the data such as telephone numbers, conference calls and DO contacts is to make it possible for the EU Situation Room to provide crisis-related information for relevant parties in the form of receiving SMS/e-mail alerts.

Further data collection by the EU Situation Room takes place in the specific context of the EU Integrated Political Crisis Response (IPCR) Arrangements for alerting and monitoring, spreading and exchanging information and contacting the relevant persons about crises where the IPCR and its tools are being used.

## 3. DATA PROCESSED

The data which will be processed for that purpose are the following:

- Name, surname
- Function
- Title/post held
- Telephone numbers including both office GSM and private GSM numbers
- Office and private e-mails
- DO contacts (password)

## 4. CONTROLLER OF THE PROCESSING OPERATION

The controller\(^1\) responsible for the processing operation is the Head of the EU Situation Room or his/her Deputy acting on his/her behalf.

## 5. RECIPIENTS OF THE DATA

The recipients of your data will be the EU Situation Room – sharing information with the relevant services of the EEAS (EEAS management and Watch-keepers) as well as GSC.

With respect to the IPCR everyone entitled to access the IPCR webpage will be able to see the list of contact details of central IPCR contact persons and of Member States’ points of contact at a national level which will be accessible via the webpage. Member States’ core users as well as the core users from EU institutions can furthermore access the whole list of users of the webpage and have editing rights for their own core user group. Information on IPCR webpage contact persons may be disclosed to the originators of any IPCR webpage-related request received by the EU SitRoom.

The information in question will not be communicated to third parties, except where necessary for the purposes outlined above.

## 6. PROVISION, ACCESS AND RECTIFICATION OF THE DATA

You have the right to access your personal data and the right to correct any inaccurate or incomplete personal data, as well as to request the removal of your personal data, which will be implemented within 5 working days after the request will have been deemed legitimate. If you have any queries concerning the processing of your personal data, you may address them to the data controller at the following functional mailbox: eusitroom@eeas.europa.eu.

---

\(^1\) The controller is the organisational entity which determines the purpose and means of the processing of personal data.
### 7. LEGAL BASIS

The legal basis of the processing operation at stake is:
- 2732nd Council meeting (Justice and Home Affairs): conclusions of 1-2 June 2006;
- 9687/06 List of A Items;
- 9552/2/2006 Second revised I/A Item Note;
- Article 240 of the Treaty.


### 8. TIME LIMIT FOR STORING DATA

The data of a data subject is kept for the period during which the person is entitled to receive SMS/e-mail alerts. It will be erased when the EU Situation Room is informed about the change of status.

**IPCR:** The data of a data subject is erased from the applicable list when s/he is replaced by a new contact person occupying IPCR-relevant positions. Data updates are done as needed on information received or collected and systematically once a year. For being able to trace back information and for backup purposes, the immediately preceding versions of contact lists are kept for another year.

Once information is provided to the EU Situation Room to do so – blocking or erasure is made within 3-5 days.

### 9. CONTACT

In case you have questions related to the protection of your personal data, you can also contact the EEAS’ Data Protection Office at data-protection@eeas.europa.eu.

### 10. RECOURSE

You have at any time the right of recourse to the European Data Protection Supervisor at edps@edps.europa.eu.