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Overview

In a context of increasing attacks on human rights, civic space and democracy worldwide, transnational repression (TNR)
has been intensifying and expanding globally, exacerbated by the sophistication of digital technologies. This challenge
threatens states’ sovereignty and human security while seriously undermining human rights and rule of law.

States and their proxies are increasingly coordinated in resorting to a broad array of overt and subtle tactics to deter,
silence or punish dissent, criticism or human rights advocacy, including in foreign territories. TNR was defined in a recent
resolution by the European Parliament and characterized in a thematic brief by the UN Human Rights Office building on the
research, reports and advocacy by civil society actors and human rights mechanisms.

Growing international recognition of the issue is evident in joint commitment by states in multilateral contexts, like the G7,
coordinated EU positions in UN Human Rights fora, and ongoing debates at the UN Human Rights Council, the European
Parliament, civil society and academic networks. The urgent need to step up protection mechanisms is also affirmed in
the EU Action Plan on Human Rights and Democracy 2020—-2027 and EU Guidelines on Human Rights Defenders.

Notwithstanding this progress, stakeholders at national, EU and international level urgently need to strengthen
coordination and cooperation to address TNR. It is against this background that UN Human Rights Office, the European
Parliament Sub-committee on Human Rights (DROI) and the European External Action Service, in collaboration with the
Tackling TNR Europe Civil Society Working Group joined forces on 4 and 5 December 2025 to spark deeper discussions
through a policy dialogue and an expert workshop on effective collective responses to TNR in Europe and beyond,
including state responsibilities. The events highlighted the major accountability and protection gaps and identified key
priority areas for collaboration to counter TNR.
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https://www.europarl.europa.eu/doceo/document/TA-10-2025-0258_EN.html
https://www.ohchr.org/sites/default/files/documents/publications/transnational-repression-1-en.pdf
https://ec.europa.eu/commission/presscorner/detail/fr/statement_25_1552
https://www.consilium.europa.eu/en/press/press-releases/2025/01/27/united-nations-human-rights-fora-council-approves-eu-priorities-for-2025/
https://www.eeas.europa.eu/eeas/eu-extends-its-action-plan-human-rights-and-democracy-until-2027_en
https://www.eeas.europa.eu/eeas/eu-guidelines-human-rights-defenders_en
https://www.europarl.europa.eu/committees/es/product/product-details/20251126EOT09021

Key Takeaways

The way forward: promoting collaborative efforts

Joint strategies and political will

States should commit to proactively and effectively identify and fulfil their responsibilities to counter TNR. They
should develop coordinated strategies leveraging international and regional fora, including the UN Human
Rights Council and EU Institutions; and by enhancing inter-parliamentary cooperation as well as through
collaboration with civil society and other non-state partners.

Holistic protection

All relevant actors at international, regional and national levels, should work towards ensuring safe and
accessible reporting and referral avenues; establishing or reinforcing protection mechanisms for TNR targets
that include caring for their well-being and livelihood; and expanding mobility avenues for those at risk, building
on existing initiatives by ProtectDefenders.eu, and referring to the revised EU Visa Handbook. Protection efforts
also require additional investment and financial support as well as cooperation with national human rights
institutions (NHRIs), EU and UN Human Rights mechanisms.

Data collection

Better trend analysis requires a multi-stakeholder endeavor undertaken by states, EU, international and regional
human rights bodies and civil society using aligned data models and methodologies. States should also
actively engage with the UN, regional institutions and civil society actors in developing tools for tracing digital
acts of TNR. These initiatives could build on ongoing efforts by UN Human Rights to develop a common data
model on attacks against civil society actors, and, at regional level, on the work of regional bodies such as the
Council of Europe and the EU Agency for Fundamental Rights (FRA), as well as academia and civil society.

Awareness raising and capacity building

States and all relevant stakeholders should join forces to raise awareness about the diverse forms and impacts
of TNR at all levels, including among national authorities and local communities. There should be dedicated
training and clear guidance to relevant authorities, in particular frontline agencies, on identifying and
responding to TNR. States should appoint TNR focal points and inform local communities to ensure TNR
targets can access them to lodge complaints and receive support.

Partnership and coordination

Expert discussions and regular networking are necessary to ensure coordinated efforts among multiple
stakeholders on different aspects of TNR such as monitoring and data collection, research, case responses,
etc. The UN is committed to providing a multi-stakeholder partnership platform for exchange and joint strategy
or action via its Global and Regional Protection Community of Practice. The European Parliament and the
European External Action Service will continue engaging with broader partners via this platform while fostering
discussions with other EU Institutions and bodies, as well as member states.

States, the EU and other relevant actors should examine ways to pursue justice for TNR targets possibly via
litigation or appropriate sanctions against TNR perpetrators. States should review existing legislation to ensure
that private or non-state actors can be held accountable for facilitating TNR acts and to ensure that TNR acts
can be investigated. Existing protection mechanisms and infrastructure must be updated and reinforced to
meet the protection needs of TNR targets.


https://protectdefenders.eu/
https://home-affairs.ec.europa.eu/document/download/1d79f44d-49ba-4847-951e-129f924b1051_en?filename=Commission%20Implementing%20Decision%20C%282024%29%204319-annex_en.PDF

